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PROTECTION SERVICE FOR BUSINESS
Protection Service for Business is the best, most comprehensive 
endpoint protection package on the market, designed from the 
ground up to solve your challenging business security needs. 

It protects all your endpoints, from Windows and Mac to mobile 
devices, against threats like ransomware, data breaches and 
0-day attacks, without requiring significant maintenance or  
management overhead.

Protection Service for Business is the only unified multi-endpoint 
security solution that comes with integrated Patch Management, 
Mobile Device Management, and a Password Manager. 

We are proven to provide superior and more consistent protection 
than our competitors, as verified by independent security experts. 
Thanks to our pioneering security technologies, such as real-time 
threat intelligence and advanced machine learning algorithms, we 
are always one step ahead of the attackers.
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Everything in Protection Service for Business is managed through a 
single cloud-based console. This includes deployment, management 
and monitoring of all endpoint security components, their profiles and 
integrated tools – saving you time in management and maintenance tasks. 

Supported browsers:
Latest Firefox, Safari, Edge, Explorer and Chrome.

Centralized Management

Consolidates the management of all endpoint 

components and integrated tools into one 

cloud-based management console.

Hosted Management Portal

Does not require the installation of 

management servers or special software, works 

on any device. Fully HTLM5 implemented. 

Easy Deployment

Endpoint security clients can be deployed 

by email, local installation, batch script, or a 

domain-based remote installation tool.

Uninstallation Tool

Conflicting security solutions are automatically 

removed during deployment of Windows 

clients, ensuring a smooth transition process.

Policy Setting

Security policies can be created, customized, and 

assigned individually or in groups by using labels.

Patch Management

3rd party software Patch Management can be 

set to work automatically on set dates, with the 

option to create exclusions or handle updates 

manually if required.

Automatic Updates

Portal and clients automatically deploy 

product, security, and database updates, 

reducing maintenance work. 

Extensive Reporting

Detailed graphical reports, such as “most 

attacked clients” with threat details, vulnerability 

reports based on missing patches and more.

Management API

Supports integration via API to SIEM, RMM or  

any other 3rd party auditing, management or 

reporting tool.
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